Recommended password system values when using PWDRESET

| System value | Meaning | Suggested value |
| :--- | :--- | :--- |
| QPWDLMTAJC | Limit adjacent digits in password | 0 |
| QPWDLMTCHR | Characters not allowed in password | *NONE |
| QPWDLMTREP | Limit repeating characters in <br> password | 0=Can be repeated |
| QPWDLVL | Password level | 3=User profile passwords with a length of <br> 1-128 characters are supported. <br> i5/OS NetServer passwords for Windows <br> $95 / 98 /$ ME clients will be removed from the <br> system. |
| QPWDMAXLEN | Maximum password length | At least 20 (recommended) |
| QPWDMINLEN | Minimum password length | At least 5 (recommended) |
| QPWDPOSDIF | Limit password character positions | 0=Can be the same |
| QPWDRQDDGT | Require digit in password | 0=Not required |
| QPWDRQDDIF | Duplicate password control | Your choice |
| QPWDRULES | Password rules | Either *PWDSYSVAL or *REQANY3 <br> *REQANY3 is highly recommended. It means that <br>  |
|  |  | The password must contain characters from at <br> least three of the following four types of <br> characters: uppercase letters, lowercase letter, <br> digits, special characters |
|  |  | IBMi special password special characters are: <br> pound (\#), dollar (\$), at (@), and underline (_) |
| QPWDVLDPGM | Password validation program | *NONE |

